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In this talk

• Here is a thing


• Why the thing matters


• How to think about the thing


• What to do about the thing



Here is a thing



























Why the thing matters



Relevant laws

• Unauthorized use


• Breach of contract


• Copyright infringement


• Defamation


• Antitrust


• Deceptive trade practices


• &c.
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How to think about the thing



Three heuristics

• Bad Programs Are Bad


• Freedom to Tinker


• Click to Agree



Theory 1: Bad Programs are Bad











Are we the baddies?



Theory 2: Freedom to Tinker













Theory 3: Click to Agree













What to do about the thing













Actual users

• Software vs. software cases involve conflicting 
expressions of user consent


• User consent was already problematic


• This just makes it more obvious


• Good software help users do what they want


• So software law should focus on users’ goals



What do users need?

• Some tasks require delegation to software


• Including protection from other software!


• Users need access to software to do things


• Users need loyalty from the software they use



What do users want?

• User choice is an essential value, but …


• Some choices are harmful to others


• Some explicit “choices” are the result of 
mistake, fraud, or coercion


• Some choices are implicit


• Click-to-agree is a bad choice architecture



Conclusion





What Apple got right

• Users could rationally choose Zoom’s server


• Most users did not actually choose it


• Most users would not choose it if they knew


• Automatic security updates with a System 
Preference opt-out are a reasonable balance 
between beneficence and respect



Questions?


